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We enjoyed a smooth and exciting transition to secure, simple, and scalable
remote access with Zero Trust! Thanks, Shieldoo jedis!

What we were looking for:

Adopting a Zero Trust Network Access model

A software-based VPN solution

User-friendly, easy deployment and setup for admins
Scalable access to various resources

Simplicity for end-users - a quick download, credential entry, and completion

Uni-Max, an e-shop specialising in tools, operates in multiple European countries with
independent branches, each having its internal systems like accounting and CRM.
Additionally, we maintain corporate-level systems and applications accessible only to

select individuals.

When faced with the challenge of providing secure remote access for hundreds of
employees unexpectedly, we initially considered a hardware solution involving VPN
tunnels, |P address assignments, and routing configurations. However, we also had to

account for diverse access requirements, which can be difficult to set up securely
with a VPN.

Exploring new approaches to remote access in response to growing cybersecurity
risks, we learned about modern security principles like Zero Trust and software-based
VPNs.

This helped us redefine our security needs and identify key requirements. Our goal
was a secure, scalable, easy-to-use solution that integrated the Zero Trust model.

We chose Shieldoo among various VPN solutions for its seamless setup. Our admins
can drag and drop new devices, servers, or legacy tools into relevant user groups,
with offboarding being just as easy—the flexible billing model charges only for active
users each month.

Employees can effortlessly download and deploy Shieldoo, gaining instant secure
access without interruption. The Single Sign-On feature adds simplicity by eliminating
the need for different passwords.




