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Introduction

Based in Asia, this telecom giant manages, builds, and designs smarter data networks for various telecoms
the world over. Being a pure-play telecom-focused business, the company develops and delivers system
integration services, optical-communication products, as well as OS5/BSS software solutions. The telecom
company had deployed G Suite (formerly known as Google Apps for Work), but sooner did they realize
that their network was unable to safeguard critical data in this cloud-based network, owing to free access
that was allowed on devices, making data prone to leakage, putting significant data at stake of being lost.
They wanted to redirect users to their internal intranet portal instead of directly jumping to their own
mailboxes. This cloud security challenge was easily addressed by employing CloudCodes for G Suite.

Challenges with G Suite

At the time when G Suite was run in the company all throughout its varied departments, the IT team
started facing some unforeseen problems with users’ direct access to their accounts, without any
restrictions imposed upon them. G Suite security was somehow not ensuring cloud data safety. The
immediate requirement was to redirect users to the internal intranet portal instead of them directly
jumping to their mailboxes.

CloudCodes for G Suite as a Solution

While looking out for an effective CASB solution, the telecom company conducted multiple trials of
CloudCodes for G Suite, wherein, our experts ran the CASB solutions through an array of use cases -
managed/unmanaged device access. CloudCodes implemented its customized CASB solution with Access
Control features like IP restriction, Identity Management solutions for smooth password policy
implementation and and some of a few Value Add On solutions; which provided the firm with real-time
data protection, helping this telecom firm a great deal in getting amplified data security on their office
cloud network.

Profile

Industry:

Telecom

Geography:

Asia

Problem:

Unprotected information on the cloud

The rising risk of data outflow

Solutions:

Customized login page with an access

control feature

Benefits:

Security from any unauthorized access
All-round data protection

Quote-

“Cloud working system seemed quite
fruitful during the initial G Suite run,
but with each passing day; certain gaps
were being seen in company’s
operations within our cloud-run
ecosystem; as now the network
architecture seemed inadequate for
cloud data security. Our work
requirement needed to redirect users
to the internal intranet portal instead of
directly jumping to the
mailboxes.CloudCodes empowered us
to have this better security handle
while executing various company’'s
operations.”

-CEOQ



