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The Situation

One of the three largest credit card issuers in the U.S. was having issues with bad actors at 

their call centers. The bank was sending out credit cards by mail, and customers needed to 

call in to activate their card.

Bad actors were posing as customers and calling in to activate cards that did not belong to 

them. Our client had already put a process in place to authenticate ID cards remotely and 

stop fraud. Sadly, their existing process was less than 65% accurate, exposing the company 

and its customers to fraud, and leading to frustrating delays for as many as 40% of their 

real customers.

They were looking for a more accurate solution that could validate IDs while their 

representatives were on the phone with customers. Their existing identity validation 

process took substantial budget and time to integrate, and technical resources were 

already stretched thin. They were understandably nervous about starting another 

integration process and worried other solutions would yield comparable results.
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Intellicheck Solutions

Identity validation using Portal+ from Intellicheck

The card issuer undertook a pilot of Intellicheck’s Portal+. Using Portal+, contact agents 

would be able to request that customers validate themselves using their own mobile 

device. The solution would make it easy for customers to scan their ID and get verified 

while remaining on the phone with the contact center agent.

On the other end, Intellicheck would process the ID and validate its authenticity in under 

a second. The whole process would take the call center agent and the customer less 

than a minute.
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Results

After 30 days, the Portal+ pilot had proven so effective in stopping fraud without 

inconveniencing their customers, that they chose to cut their 90-day pilot short.

They began rolling out Portal+ to all 20,000+ of their contact call center agents. Today, 

Intellicheck is implemented directly into their systems through our quick and simple API.

Highly accurate

Based on the credit card issuer’s own data, they were able to move from 65% 

accuracy to 99.9%. As a result, they cut their fraud and kept their good 

customers happy.

Lower friction 

Customers were able to scan their IDs easily and get results in under a second, 

creating a better experience and better engagement. 

No waiting

Intellicheck’s high accuracy and sub-second processing speed meant that the 

credit card issuer’s online process moved forward in real time as their 

customers expected.
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Out of the box solution

Up and running quickly

Frictionless for customers

Simple to deploy API

99.9% accuracy

Results in under a second

No new equipment needed

Intellicheck | The 
Identity Validation 
Platform for Every 
Use Case

Learn more at Intellicheck.com



Intellicheck (Nasdaq: IDN) is a trusted industry leader in technology solutions that stop identity theft and 

fraud with real-time identity verification and authentication. We make it possible for our clients to increase 

revenues, improve customer service, and increase operational efficiencies. The company is focused on 

partnering with banks, credit card issuers, and retailers to prevent fraud. Intellicheck also serves law 

enforcement agencies, national defense clients, and diverse state and federal government agencies. For 

more information on Intellicheck, visit us on the web at intellicheck.com.

About Intellicheck
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Intellicheck (Nasdaq: IDN) is an identity company that delivers on-demand digital identity validation 

solutions for KYC, fraud, and age verification needs. Intellicheck validates both digital and physical 

identities for financial services, fintech companies, BNPL providers, e-commerce, and retail commerce 

businesses, law enforcement and government agencies across North America. Intellicheck can be used 

through a mobile device, a browser, or a retail point-of-sale scanner.


